
Call for Applications for
Civil Society and Independent Media from Republic of Moldova
Application form

1. General information about the applicant 

	Official name of the organisation 
	English:
Romanian
Acronim

	Contact person (name, function)
	

	Country and region 
	

	Email
	

	Phone number / Signal
	

	How long has your organisation been active?
	

	Website / Facebook page of the organisation (if applicable) 
	

	The geographical area in which the activities of your organisation / initiative are implemented
	

	Field of activity (civic activism, think tank, media, women’s rights, human rights, EU integration…)
	

	Target groups of the organisation
	

	Please provide 1-2 references / contacts of organisations or persons you have worked with (e-mail)
	

	Are you comfortable working in English? 
	▢ Yes                    ▢ No



	Please describe your organization.
200 words max

	







	Please describe the current challenges or risks your organisation is facing. 
Please include any reference to existing strategic contingency plans or needs assessments done by your organisation so far.
(300 words maximum)

	







	[bookmark: _heading=h.1fob9te]Requested amount (EUR):

	Project implementation period:

	Please provide a summary of the project:





1. Description of the project

	Please describe the issue your initiative will address and the goals of your Capacity Development project.
What activities (e.g. financial management training, fundraising strategies, staff training, legal support, mental health and psychosocial support, branding and external communication, security enhancements, purchase of equipment, monitoring and evaluation, etc) in detail will be implemented to strengthen the capacities, resilience, and effectiveness of your organization? Why are these needed and how will you measure the achievement of these goals? 
(300 words maximum)

	






	What risks / difficulties do you expect to face when implementing the project, and what mitigation measures will you use?
(200 words maximum)

	






	What other non-financial support would you require for enhancing the capacity and resilience of your organisation[footnoteRef:1]?  [1:  Non-financial support may include trainings and consultancy on topics such as: tax law and entrepreneurship law, consultancies on alternative registration (where, how and how to operate home or abroad), workshops on cybersecurity, physical security and mental security, experience sharing with Belarusian or Central Asian media and CSOs.] 

(200 words maximum)

	






	Have you received or requested other funding to strengthen your organization's capacities and resilience? If so, please provide details about the projects (donor, amount, activities, results).
(200 words maximum)

	




















3. Organizational Self-Assessment Questionnaire

Please fill in the scores using the dropdown lists in columns C and D below by double clicking on the nested table to make it editable. If the organisational development field is a priority for you (and receives a score equal or higher than 3 in the Priority Level column), please fill in the two areas next to it with the required information (Column E: explanation to the realities and challenges your organization faces in that particular field; Column F: the activity(ies)). Please make sure to scroll down the table to fill in all 8 organisational development fields. Before submitting the proposal, please review and ensure that all sections are consistent. The first line is an example. 






[image: ]

This project is funded by the 
European Union





4. Action Plan
Indicate activities that will be carried out to achieve the outputs. Note that the first 2 rows are purely indicative. Feel free to add as many rows as you would need. 


	
	Activity
	Output
	Period of implementation
	Location
	Means of verification

	e.g.1
	
A1. Legal support 
	10 Board members and upper management receive 24 hours of legal, fiscal and crisis management consultations
	November – December 2024
(2 months)
	Online
	1. Comprehensive Legal Analysis Report
2. Governance Structure Review 
3. New financial management plan put in place 


	e.g.2
	A2. Psychological support for the team
	15 members of the team attend 5 group sessions with a psychologist

	November – December 2024
(2 months)
	Online
	1. Contract with the psychologist etc
2. Letter of proof from a psychologist that attended psychological sessions (if possible) 
3. Individual feedback from the team 

	1.
	
	
	
	
	

	2.
	

	
	
	
	




5. Budget Form
Please fill in the budget form below by double clicking on the nested table to make it editable. If you are unable to do so, please work in a separate excel document and copy and paste the finished form to this document.  
Note that the first 3 rows are purely indicative. Feel free to add as many rows as you would need. 


Microsoft_Excel_Worksheet.xlsx
Self Assesment

		COMPONENT		DEFINITIONS 		On a scale from 1 to 5, which of the following best defines your organisation today or in the near future

						Initial Self Assesment		Priority Level		Please explain your Initial Self Assesment Score		Please indicate the Activity(ies) linked to this capacity need. 

		Example: Contingency and Adaptive Performance		The organization has a contingency and adaptive performance plan to ensure it functions well during stress or opportunities.The organization continuously improves its plans based on past experiences and emerging risks, and it also engages in strategic financial planning and risk management for long-term viability.		2 - Basic awareness of potential risks, but no formal contingency and adaptive performance plans.		4 - Crucial to longer-term sustainability		Our organization is aware of potential risks but lacks a formal contingency plan. We need to develop this plan and hire legal counsel to understand recent legislative changes and get advice on mitigation strategies, such as relocation. Additionally, staff stress over the current situation is affecting their personal lives and work. This is crucial for our organization.		Activity 1: Hire legal counsel.

Activity 2: Provide five psychosocial support sessions to members of the organization.

		Good Governance and Leadership		The organization/group has a well-defined internal structure (e.g., board, executive team, committees). All individuals understand and respect this structure, and decisions are made transparently in alignment with it. All members of the organization can access knowledge about the strategic direction and priorities of the organization.				1 - Not significant / relevant at this time

		Programmatic Strategy		The organization/group develops and implements appropriate, relevant, and cost-effective activities, such as direct services, research, community organizing, etc. These activities reflect the organization's mission and effectively serve their target groups' need. The strategy is regularly evaluated and adapted to ensure ongoing relevance and impact.

		Outreach, branding and external communication		The organization communicates well with stakeholders and beneficiaries, using dedicated staff or volunteers. It has set up practices and rules for consistent messaging and uses targeted communication and strong branding to build its identity and trust.

		Human resources management		The organization/group has enough personnel and volunteers to meet internal needs, with established HR rules and experience. It has a system for remuneration, promotions, and support that ensures staff satisfaction, development, and well-being. The HR system also promotes diversity, equity, and inclusion.

		Financial management		The organization/group has effective financial management systems in place, ensuring timely and transparent reporting to stakeholders/donors. It has internal rules for managing funds, which support financial stability and accountability.

		Monitoring and Evaluation		The organization sets specific outcomes for its activities, regularly collects and analyzes both quantitative and qualitative data, and adjusts its activities based on the results. The M&E results support informed decision-making, continuous improvement, and show accountability.

		Digital and Physical Security		The organization has a complete security policy covering both digital and physical aspects. All staff follow these policies to protect sensitive data and assets. The organization regularly educates staff on security practices and updates measures to tackle new threats. Frequent reviews ensure ongoing protection against security challenges. emerging threats.

		Contingency and Adaptive Performance		The organization has a contingency and adaptive performance plan to ensure it functions well during stress or opportunities.The organization continuously improves its plans based on past experiences and emerging risks, and it also engages in strategic financial planning and risk management for long-term viability.





















To hide

		Good Governance and Leadership		Programmatic Strategy		Outreach, branding and external communication		Human resources management		Financial management		Monitoring and Evaluation		Digital and Physical Security		Contingency Planning

		1 - No functioning leadership structure; organization is on the verge of collapse, with no clear decision-making authority.		1 - No formal programmatic strategy; activities are ad-hoc, disconnected, and lack coherence.		1 - No external communication or branding efforts (not done deliberately to maintain low visibility for ensuring the safety of employees and target groups).		1 - No formal HR processes; the organization experiences high turnover and low morale among staff and volunteers.		1 - No formal financial systems; the organization is financially unstable and at high risk of closure.		1 - No monitoring and evaluation (M&E) processes in place; the organization lacks the ability to assess performance and outcomes.		1 - No awareness of digital or physical security risks or measures; the organization is highly vulnerable to both digital and physical threats.		1 - No contingency and adaptive performance plans in place; the organization is highly vulnerable to external shocks.

		2 - Leadership is informal with unclear roles and responsibilities, leading to confusion and inefficiency in decision-making.		2 - A basic programmatic strategy exists but is infrequently followed or updated, leading to inconsistencies in execution.		2 - Communication efforts are sporadic and inconsistent, with no clear branding strategy, leading to low visibility and recognition.		2 - Basic HR policies exist but are inconsistently applied, leading to confusion and dissatisfaction.		2 - Basic financial tracking systems exist, but there is no long-term financial planning or diversity in funding sources, leading to potential financial vulnerability.		2 - Basic data collection processes exist but the data is not utilized for informed decision-making, limiting its usefulness.		2 - Basic awareness of digital and physical security risks exists, but there are no formal policies or practices in place to mitigate them.		2 - Basic awareness of potential risks exists, but there are no formal contingency and adaptive performance plans, leading to inadequate preparedness.

		3 - A basic governance structure is in place, with some foundational documents or guidelines. However, decision-making processes are not well-defined, leading to inconsistent outcomes.		3 - A strategy is in place but is not fully aligned with the organizational mission/targets or responsive to the current context and needs.		3 - A basic branding and communication strategy exists, but it has limited reach and engagement, often failing to effectively connect with or impact target audiences.		3 - Established HR processes are in place, but there is limited focus on staff development and well-being.		3 - Financial systems are established, but the organization heavily relies on very few funding sources, increasing its risk of funding instability.		3 - Regular M&E activities are conducted, but the results are infrequently used for program improvement and learning.		3 - Some digital and physical security measures have been implemented, but they are not consistently followed by all staff, leading to potential vulnerabilities.		3 - Some contingency and adaptive performance plans are in place, but they are not comprehensive or regularly updated, leading to partial preparedness.

		4 - A well-defined governance structure exists, supported by comprehensive organizational documents and guidelines. Roles and responsibilities are clear, but there is limited planning for leadership succession.		4 - A well-developed strategy is aligned with the mission, but it is not regularly reviewed or adapted.		4 - The organization has a consistent branding and regular communication strategy, but it is not fully adapted to meet the specific needs of different audience segments.		4 - The organization has comprehensive HR policies focused on staff development, but it struggles with retention due to other underlying issues.		4 - The organization has sound financial management practices with some diversification in funding sources, but it has limited financial reserves to handle unexpected challenges.		4 - The organization has a comprehensive M&E system in place, but faces challenges in measuring and demonstrating long-term impact.		4 - The organization has comprehensive digital and physical security policies in place, which are regularly updated, but these policies are not yet fully integrated into all aspects of operations.		4 - The organization has comprehensive contingency and adaptive performance plans, but they are rarely tested, and staff familiarity with these plans is limited.

		5 - The organization has a strong governance structure with clear guidelines and documents. It features diverse leadership, clear succession plans, and effective, adaptable decision-making, ensuring long-term stability and resilience.		5 - The organization has a dynamic, regularly updated strategy that is closely aligned with the mission and adapts to changing contexts and needs.		5 - The organization employs a strong, adaptive branding and communication strategy, achieving high engagement and impact across diverse channels, successfully connecting with and influencing diverse stakeholder groups.		5 - A robust HR system is in place, promoting staff well-being, continuous development, and long-term retention, while also fostering a diverse, and inclusive work environment.		5 - The organization possesses robust financial systems, diversified funding streams, and substantial financial reserves, ensuring financial stability and long-term sustainability.		5 - An integrated M&E system is in place, informing all levels of decision-making and demonstrating clear long-term impact and accountability.		5 - The organization employs robust, adaptive digital and physical security measures that are fully integrated into all aspects of operations, ensuring high levels of protection against both digital and physical threats.		5 - The organization has robust, regularly updated and tested contingency and adaptive performance plans for various scenarios, with high staff readiness.

		Development Priorities

		1 - Not significant / relevant at this time

		2 - Significant, but not a priority at this time

		3 - Priority area of concern

		4 - Crucial to longer-term sustainability

		5 - Critical to survival right now

										1 - No awareness of digital or physical security risks or measures; the organization is highly vulnerable to both digital and physical threats.		 

										2 - Basic awareness of digital and physical security risks exists but there are no formal policies or practices in place to mitigate them.		 

										3 - Some digital and physical security measures have been implemented but they are not consistently followed by all staff leading to potential vulnerabilities.

										4 - The organization has comprehensive digital and physical security policies in place		 which are regularly updated		 but these policies are not yet fully integrated into all aspects of operations.

										 5 - The organization employs robust		 adaptive digital and physical security measures that are fully integrated into all aspects of operations		 ensuring high levels of protection against both digital and physical threats.
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Budget category and item 

Cost description 

Explain the reasonableness of the cost and 

the relevance to project activities

Unit Number of Units

 Price 

(EUR) 

 Total

(EUR) 

Example: Project manager (35%)

The Project Manager will be engaged at 35% of their time to oversee and coordinate the project. This includes tasks such as planning, execution, monitoring, and reporting. month 4

800.00 €                         3,200.00 €                     

Example: Trasportation

Airline tickets for the digital security trainer persons 1

250.00 €                         250.00 €                        

Example: Fee for the psychologist

Fee for conducting 5 group therapy sessionsconsultation  5

50.00 €                           250.00 €                        

- €                             

- €                             

- €                               - €                              

- €                              

BUDGET FORM

Overall Total


Microsoft_Excel_Worksheet1.xlsx
Sheet1

		BUDGET FORM

		Budget category and item 		Cost description 
Explain the reasonableness of the cost and the relevance to project activities		Unit		Number of Units		Price 
(EUR)		Total
(EUR)

		Example: Project manager (35%)		The Project Manager will be engaged at 35% of their time to oversee and coordinate the project. This includes tasks such as planning, execution, monitoring, and reporting.		month		4		€    800.00		€    3,200.00

		Example: Trasportation		Airline tickets for the digital security trainer		persons		1		€    250.00		€    250.00

		Example: Fee for the psychologist		Fee for conducting 5 group therapy sessions		consultation 		5		€    50.00		€    250.00

												€    - 0

												€    - 0

										€    - 0		€    - 0

		Overall Total										€    - 0
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Initial Self Assesment Priority Level

Please explain your Initial Self 

Assesment Score

Please indicate the Activity(ies) 

linked to this capacity need. 

Example: 

Contingency and 

Adaptive Performance

The organization has a contingency and 

adaptive performance plan to ensure it 

functions well during stress or 

opportunities.The organization 

continuously improves its plans based on 

past experiences and emerging risks, and 

it also engages in strategic financial 

planning and risk management for long-

term viability.

2 - Basic awareness of 

potential risks, but no 

formal contingency and 

adaptive performance 

plans.

4 - Crucial to longer-term 

sustainability

Our organization is aware of 

potential risks but lacks a formal 

contingency plan. We need to 

develop this plan and hire legal 

counsel to understand recent 

legislative changes and get advice 

on mitigation strategies, such as 

relocation. Additionally, staff 

stress over the current situation is 

affecting their personal lives and 

work. This is crucial for our 

organization.

Activity 1: Hire legal counsel.



Activity 2: Provide five 

psychosocial support sessions to 

members of the organization.

Good Governance 

and Leadership

The organization/group has a well-defined 

internal structure (e.g., board, executive 

team, committees). All individuals 

understand and respect this structure, and 

decisions are made transparently in 

alignment with it. All members of the 

organization can access knowledge about 

the strategic direction and priorities of the 

organization.

1 - Not significant / 

relevant at this time

Programmatic Strategy

The organization/group develops and 

implements appropriate, relevant, and cost-

effective activities, such as direct services, 

research, community organizing, etc. These 

activities reflect the organization's mission 

and effectively serve their target groups' 

need. The strategy is regularly evaluated 

and adapted to ensure ongoing relevance 

and impact.

Outreach, branding 

and external 

communication

The organization communicates well with 

stakeholders and beneficiaries, using 

dedicated staff or volunteers. It has set up 

practices and rules for consistent 

messaging and uses targeted 

communication and strong branding to build 

its identity and trust.

Human resources 

management

The organization/group has enough 

personnel and volunteers to meet internal 

needs, with established HR rules and 

experience. It has a system for 

remuneration, promotions, and support that 

ensures staff satisfaction, development, 

and well-being. The HR system also 

promotes diversity, equity, and inclusion.

Financial management

The organization/group has effective 

financial management systems in place, 

ensuring timely and transparent reporting to 

stakeholders/donors. It has internal rules for 

managing funds, which support financial 

stability and accountability.

On a scale from 1 to 5, which of the following best defines your organisation today or in the near future

COMPONENT DEFINITIONS 
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